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Background
The intent of this PCR is attempted to propose the closure to address the two outstanding editor’s notes in clause 5.15.6. 
Editor's note:
The role of the NSSF for network slice instance selection in roaming scenarios, and whether the NSSF of the HPLMN is involved and how, is FFS.

Editor's note:
The case where the HPLMN (based on roaming agreements) configured non-standard S-NSSAI values of the VPLMN in the Configured NSSAI for that PLMN is FFS.

For the first EN above, this PCR presents the high-level control flow descriptions on how to leverage vNSSF/hNSSF and vNRF/hNRF to support local breakout and home routed roaming scenarios. 

As for the second EN above,  it is an old EN.  During the last SA2#122 meeting, SA2 has agreed on how to support non-standard S-NSSAI values of the vPLMN in the Configured NSSAI.  The normative text from clause 5.15.6 (as highlighted below) that addresses this EN is captured as follows:
	In Clause 5.15.6: 

For roaming scenarios:

-
If the UE only uses Standard S-NSSAI values, then the same S-NSSAI values are used in V-PLMN and as in the HPLMN.

-
If the UE is allowed to use non-standard S-NSSAI values in the V-PLMN, the V-PLMN maps H-PLMN Subscribed S-NSSAIs values that can be used in the VPLMN to respective S-NSSAI values to be used in the VPLMN.


Discussions
Consideration#1:  The role of NSSF to support roaming in network slicing deployment
Editor's note:
The role of the NSSF for network slice instance selection in roaming scenarios, and whether the NSSF of the HPLMN is involved and how, is FFS.

The following three high-level control flow diagrams presents an overview on how NSSF as well as NRF are used to support roaming during the network slicing. 
The first diagram describes how vNSSF and hNSSF are coordinated to support roaming starting from the UE registration.  The second and third diagrams demonstrate how the information that were obtained during the UE registration are used to support local breakout or home-routed scenarios. 

(1) During the UE registration, vNSSF coordinates with hNSSF to determine the availability of their respective core part of the NSI and also to identify the serving NRFs within their respective core domains to serve the selected NSI according to the Requested Allowed S-NSSAI.
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Figure-1:  Coordination between vNSSF and hNSSF to prepare for the  roaming support during the UE-registration 

(2) During the PDU session establishment, serving AMF retrieves the info of the designated vNRF and hNRF to support roaming.  

The diagram below describes how the information obtained during the UE registration is used to support local breakout roaming scenario.   In this scenario, the designated  serving vNRF, which was identified during the UE registration, is used to support NF discovery within the selected NSI. 
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Figure-2:   Network Slicing Local Breakout Support
The diagram below describes how the information obtained during the UE registration is used to support home-routed roaming scenario.   In this scenario, the designated serving vNRF and hNRF, which was identified during the UE registration, are used to support NF discovery within their respective domains that serve the target NSI. 
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Figure-3: Network Slicing Home-routed Roaming Support

Observation#1:  The above control flows demonstrate how NSSF is used to provide network slicing support in both local breakout and home-routed scenario.   Hence, the first EN above should be removed and the appropriate descriptions on how to leverage NSSF and NRF to support roaming should be added to clause 5.15.6. 
Consideration#2: 
Editor's note:
The case where the HPLMN (based on roaming agreements) configured non-standard S-NSSAI values of the VPLMN in the Configured NSSAI for that PLMN is FFS.

For the second EN above,  it is an old EN.  During the last SA2#122 meeting, SA2 has agreed on how to support non-standard S-NSSAI values of the vPLMN in the Configured NSSAI.  . 
Observation#2: For the 2nd and 3rd Editor’s notes in clause 5.15.2.1, due to the dependency on RAN, they should remain open until RAN to make its decision for the reference of the Requested and Allowed NSSAIs. 
Consideration#3: 
Editor's note:
Whether some of these SSTs are not fully supported in Rel-15 specifications is TBD. The Characteristics may be further updated based on feedback from other WGs and/or further company inputs.
For the 4th editor’s note from clause 5.15.2.2, the consideration according to the EN is to examine the latest Rel-15 development status in both RAN and 5GC for the three features (i.e. Enhanced mobile broadband (eMBB),  Ultra reliable and low latency communications (URLLC), Massive machine-type-communications (mMTC)) that are captured in the table 5.15.2.2-1 with the assigned SST values.  According to the latest RAN development, eMBB remains as the top priority to be complete for Rel-15.  As for the URLLC, at least partly will be included in Rel-15.  However, mMTC is now intended to be deferred to Rel-16.  Such lesser urgency consideration may be due to the early stage of the 4G IoT investment and deployment, the early 5G support for 5G IoT  becomes less urgent, however, it is still a high priority 5G application. 
Observation#2: With the considerations as described above, it is recommend to remove the 4th editor’s note from clause 5.15.6 and to add the description on how NSSF is used to support both roaming scenarios.  
***** Start of Changes *****
5.15.6
Network Slicing Support for Roaming

For roaming scenarios:

-
If the UE only uses Standard S-NSSAI values, then the same S-NSSAI values are used in V-PLMN and as in the HPLMN.

-
If the UE is allowed to use non-standard S-NSSAI values in the V-PLMN, the V-PLMN maps H-PLMN Subscribed S-NSSAIs values, via the support from vNSSF, that can be used in the VPLMN to respective S-NSSAI values to be used in the VPLMN.
- 
vNSSF and hNSSF are coordinated during the UE registration to select their respective core part of the NSI corresponding to their respective S-NSSAIs; in addition, vNSSF and hNSSF identify the serving vNRF and hNRF to support the specific network function selection in their respective core part of the NSI. 
Editor's note:
the UE configuration aspects are FFS

-
In RRC layer, the NSSAI, if provided, uses values valid in the VPLMN.
-
In Registration Request, the Requested NSSAI, if provided, shall include only the S-NSSAI values that are valid in the VPLMN.

-
The Allowed NSSAI in the Registration Accept includes S-NSSAI values that are valid in VPLMN.

-
In a Session management procedures, the UE includes the S-NSSAI value valid in the VPLMN as they are received in the Allowed NSSAI in the VPLMN. The VPLMN maps any VPLMN specific S-NSSAI values to HPLMN specific S-NSSAI values before forwarding SM messages to the HPLMN.

-
The Network Slice specific network functions in the VPLMN are selected by the vNRF identified by the vNSSF in the VPLMN by using the VPLMN S-NSSAI values. The Network Slice specific functions in the HPLMN (if applicable) are selected by hNRF identified by the hNSSF using the HPLMN S-NSSAI. 


***** End of Changes *****
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